WHAT’S NEW IN WIDE AREA WORKFLOW – RECEIPTS AND ACCEPTANCE (WAWF-RA) VERSION 3.0.2 (V3.0.2)
There were several changes that occurred from 3.0.1 to 3.0.2. Most of the changes made were at the system level revolving around PKE. Other changes included changing the way help is provided and cosmetic appearances on some of the screens.

· Security and Public Key Enablement (PK-E)

· Implemented series of internal actions that in order for put Wide Area Workflow to comply with DOD Class 3 Public Key Infrastructure (PKI) Public Key-Enabled Application Requirements, 13 July 2000.  WAWF can now accept Common Access Cards. The system will also recognize the new DOD certificate Authorities that will be in production in mid August. 

· Basic policy for certificate usage continued from V3.0:

· Optional but encouraged, for all categories of government and vendor users

· If authentication to the application is done with a certificate, then the signature must involve a certificate.

· If authentication to the application is done using a USERID/password, the signature performed using the user’s password.

· Authentication or signing with an email certificate is no longer valid.

· Session Time Out Warning 

· In earlier editions of WAWF the secured session was set for 60 minutes. V3.0.2 has a timer of 25 minutes before the user is advised time has almost expired. Users are now provided the option to extend their secure session for another 30 minutes. When the pop-up message activates, users have a choice of selecting OK to continue working for an additional 30 minutes or Cancel to end the session at the regularly scheduled loss of session (in approximately 5 minutes). When the user chooses to extend the session the screen will refresh and a new 30-minute session will be in place.

· Database Driven Help

· System wide help is now database driven.  Help messages are stored within the database and updateable by the PMO.  System Administrators have the ability to generate the HTML files based upon the PMO updates.

· The previous version messages have been imported into the new database. Requests for either new help messages or clarification of the messages currently in the system should be sent directly to the PMO by Vendors or via the Service/Agency representative for government users.

· Basic Code Cleanup (no functionality or business rule changes)

· All Folder Views within the system now have the same look 

· All documents with discounts will display the Invoice Received Date in red in all folders.

· Navigation links on the list screens are now consistent throughout the system.
System Fixes

The following items have been fixed based upon reports from production users in 3.0.1:

· TAC-M Addresses

· Vendors may now use certain MAPAC codes in their Mark For field that only contain a TAC M Address in DAAS.  

· Printed RR Description Fields
· The printed Receiving Report has been fixed so that the description field no longer runs off the side of the page. 

· Vendor CAGE Address Fix
· Vendor CAGE codes addresses now contain the zip code.

· EDA Contract Number fix
· EDA data will now pre-populate on 13 digit contract numbers with no Delivery Order number.  In 3.0.1 this was only occurring if the contract number contained a delivery order number as well.

· Search Filters

· Users were experiencing problems in searching for documents utilizing the various date filters available.  These have been fixed.  

· Discount Folders

· Pay Officials discovered in 3.0.1 that on access to the Discount Folder – ALL documents that were in a “to be worked” status were being displayed in the Discount folder regardless of whether there were discounts on the document or not.  This has been fixed so that only those documents with discounts are displayed in the discount folder.

· User profile with apostrophe

· The application permits a user to register using apostrophes in their user profile or PKI Certificate (for names such as O’Brien or in abbreviating some words such as Gov’t.).  However, in 3.0.1 it was discovered that Inspectors and Acceptors could not sign a document if there was an apostrophe in the profile or PKI.  This has been fixed so that a user may now sign if the apostrophe exists in either the profile or the PKI Certificate.

· Password changes

· In version 3.0.1 users coming into the system with a one-time password were systematically required to change that password.  In original builds of version 3.0.2 that functionality had changed.  The system has been modified back to the method of systematically requiring users to change a one-time password on initial access to the system.  Following password change the user will be permitted to continue into the system.

